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1. TRUST SERVICE PROVIDER (TSP) CONTACT INFO 
Enquiries or other communication about this document should be addressed to the QuoVadis Policy 
Management Authority (PMA). 

 

Address: QuoVadis Trustink B.V.  

Nevelgaarde 56 noord 

3436 ZZ Nieuwegein, The Netherlands 

Telephone: +31 (0) 30 232-4320 
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person, or shall have been checked indirectly using means which provides equivalent assurance to physical 
presence. 

If the Subject is a natural person evidence shall be provided of: 

• Full name (including surname and given names consistent with applicable law and national 
identification practices); and 

• Date and place of birth, reference to a nationally recognised identity document, or other attributes 
which may be used to, as far as possible, distinguish the person from others with the same name. 

If the Subscriber is a natural person who is identified in association with a legal person (organisational 
entity), additional evidence shall be provided of: 

• Full name and legal status of the associated legal person; 

• Any relevant existing registration information (e.g. company registration) of the associated legal 
person; and 

• Evidence that the Subscriber is affiliated with the legal person. 

If the Subscriber is a legal person (organisational entity), evidence shall be provided of: 

• Full name of the legal person; and 

• Reference to a nationally recognised registration or other attributes which may be used to, as far as 
possible, distinguish the legal person from others with the same name. 

If the Subscriber is a device or system operated by or on behalf of a legal person, evidence shall be provided 
of: 

• identifier of the device by which it may be referenced (e.g. Internet domain name); 

• full name of the organisational entity; and 

• a nationally recognised identity number, or other attributes which may be used to, as far as possible, 
distinguish the organisational entity from others with the same name.  

 

2.2. PKIO QUALIFIED 

2.2.1. 
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Registration Process  

Identity validation procedures for these Certificates meet the requirements of ETSI EN 319 411-2 for “Policy 
for EU Qualified Certificate issued to a natural person where the Private Key and the related Certificate reside K
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• Where control over the Subject’s Private Key has been lost due to compromise of activation data 
(e.g., PIN code) or other reasons; 

• Where there are inaccuracies or changes to the Certificate content, as notified to the Subscriber 
or Subject; 

vii)  The obligation, following compromise of the Subject’s Private Key, to immediately and permanently 
discontinue use of this key, except for Key Decipherment; and 

viii)  The obligation, in case of being informed that the Subject’s Certificate has been revoked, or that the 
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• the signature is trusted and the results of the signature are displayed correctly by utilising 
trusted application software; 

• the identity of the Subscriber is displayed correctly by utilising trusted application software; and 

• any alterations arising from security changes are identified by utilising trusted application 
software. 

Note: If the circumstances indicate a need for additional assurances, it is the Relying Parties’ responsibility to 
obtain such assurances.  

See PKIoverheid CPS Section 9.6.4. 

 

6. LIMITATIONS OF LIABILITY 
QuoVadis shall not be liable for any special, indirect, incidental, consequential, or punitive damages (including 
any damages arising from loss of use, loss of data, lost profits, business interruption or costs of procuring 
substitute software or services) arising out of or relating to this CPS and related services.   

See PKIoverheid CPS Section 9.8 for more information and liability limits .  QuoVadis reserves the right, 
without liability, to reject any application for a Certificate. 6.
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This CPS is subject to all applicable laws and regulations, including United States restrictions on the export of 
software and cryptography products. See PKIoverheid CPS Section 9.15. 

10.3. DISPUTE RESOLUTION 
To the extent permitted by law, before a Participant files suit or initiates an arbitration claim with respect to a 
dispute involving any aspect of this Agreement, Participant shall notify QuoVadis, and any other party to the 
dispute for the purpose of seeking business resolution. Both Participant and QuoVadis shall make good faith 
efforts to resolve such dispute via business discussions. If the dispute is not resolved within sixty (60) days 
after the initial notice, then a party may proceed as permitted under applicable law and as specified under 
this CPS and other relevant agreements.  See PKIoverheid CPS section 9.13. 

 

11. TSP AND REPOSITORY LICENCES, TRUST MARKS AND AUDIT 
See https://www.quovadisglobal.com/accreditations  for a list of QuoVadis’ audits and accreditations.  


	1. TRUST SERVICE PROVIDER (TSP) CONTACT INFO
	1.1. Certificate Problem Reports and Revocation

	2. QuoVadis Certificate Classes for PKIoVERHEID
	2.1. PKIo Advanced Certificates
	2.2. PKIo Qualified
	2.2.1. PKIo Qualified Certificate issued to a natural person on a QSCD
	2.2.2. PKIo Qualified Certificate issued to a legal person on a QSCD


	3. RELIANCE LIMITS
	4. OBLIGATIONS OF SUBSCRIBERS
	5. Certificate Status Checking Obligations of Relying Parties
	6. LIMITATIONS OF LIABILITY
	7. APPLICABLE AGREEMENTS, CPS
	8. PRIVACY POLICY
	9. REFUND POLICY

	



