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Important Notice about this Document 

This document is the DigiCert + QuoVadis PKI Disclosure Statement for PKIoverheid herein after 
referred to as the PDS.  This document does not substitute or replace the Certification Practice 
Statement (CPS) under which Digital Certificates are issued by QuoVadis Trustlink B.V. (a subsidiary 
of DigiCert Inc.).   

You must read the relevant QuoVadis CPS for PKIoverheid at www.quovadisglobal.com/repository 
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1. TRUST SERVICE PROVIDER (TSP) CONTACT INFO 
Enquiries or other communication about this document should be addressed to the QuoVadis Policy 
Management Authority (PMA). 

 

Address: QuoVadis Trustink B.V.  

Nevelgaarde 56 noord 

3436 ZZ Nieuwegein, The Netherlands 
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PKIo 
Certificate 
type 

Description Extended Key Usage Certificate Policy 
OID 

Requires 
token?  

Organisation 
Service 
Authentication 

Certificate used for client 
authentication issued to 
an organisation 

Client Authentication 

Document Signing 

Email protection 

2.16.528.1.1003.1.
2.5.4 

Yes 

Organisation 
Service 
Encryption 

Certificate used for 
encryption issued to an 
organisation 

Encrypting File System 

Email protection 

2.16.528.1.1003.1.
2.5.5 

Yes 

Organisation 
Service Seal 

Qualified Certificate used 
for signing issued to an 
organisation 

Document Signing 

Email Protection 

2.16.528.1.1003.1.
2.5.7 

Yes 

Personal 
Citizen 
Authentication 

Certificate used for client 
authentication issued to a 
natural person 

Client Authentication 

Document Signing 

Email Protection 

2.16.528.1.1003.1.
2.3.1 

Yes 

Personal 
Citizen Non-
Repudiation 

Qualified Certificate used 
for signing issued to a 
natural person 

Document Signing 

Email Protection 

2.16.528.1.1003.1.
2.3.2 

Yes 

Personal 
Citizen 
Encryption 

Certificate used for 
encryption issued to a 
natural person 

Encrypting File System 

Email Protection 

2.16.528.1.1003.1.
2.3.3 

Yes 

Private 
Personal 
Authentication 

Certificate used for client 
authentication issued to a 
natural person linked to 
an organisation from a 
non public trusted root 

Client Authentication 

Document Signing 

Email Protection 

2.16.528.1.1003.1.
2.8.1 

Yes 

Private 
Personal Non-
Repudiation 
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2.2. PKIO QUALIFIED 

2.2.1. PKIo Qualified Certificate issued to a natural person on a QSCD 
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2.2.2. 
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each Certificate in the Certificate Chain is valid, unexpired, and non-revoked (by using any CRL or 
OCSP information available).  

 




